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Two Factor Authentication with the AnyConnect Client

Open AnyConnect.  Enter  in the connection bar.  Click Connect.ramsvpn.vcu.edu

Username and Password is your eID and password. 
Second Password depends on your preferred method of second factor authentication (click for details).here 

 - Second Password:          - Duo Push push
 - Second Password:   Authentication will fail, but an SMS message with a batch of several codes will        - SMS Text Message sms1.  

be sent to your device.  Login again using one of the one-time use codes.
Second Password:  press the green button and enter the code from the screen, ex.  -        - DUO-brand keychain token 123456

         - Second Password: position cursor in the second password field, and tap the YubiKey button- YubiKey

Click “Accept”.

http://ramsvpn.vcu.edu/duo
https://ts.vcu.edu/about-us/information-security/2factor/
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